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SGNIC PRE-SCREENED SECURITY VENDOR 
 

for 
SGNIC registrar mandatory requirement on web application vulnerability assessment 
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S/N Company  Email  

1 Ace 1 IT mlamparas@ace1it.com 

2 Bishop Fox, LLC  teston@bishopfox.com  

3 Centurion Information Security Pte. Ltd.  info@centurioninfosec.sg  

4 EVVO Labs Pte. Ltd.  kenjin.wee@evvolabs.com  

5 Fortiedge Pte. Ltd.  info@fortiedge.com  

6 GuidePoint Security LLC  mike.symons@guidepointsecurity.com  

7 Kaapagam Technologies Sdn Bhd  clementarul@kaapagamtech.com  

8 LAC, Co., Ltd. Singapore Branch   apac@lac.co.jp 

9 LE Global Services Sdn Bhd biz@lgms.global 

10 Netpluz Asia Pte Ltd boonseng.goh@netpluz.asia 

11 PCS Security Pte. Ltd.  charles_phua@pcs-security.com  

12 Vantage Point Security Pte. Ltd.  paul.craig@vantagepoint.sg  

13 XMCO  adrien.guinault@xmco.fr  

14 VikingCloud jeffreyades@vikingcloud.com 

15 Orange Cyberdefence jenny.antonsson@orangecyberdefense.com 

 
 
 
 
 
 
 
 
Note: 

- The above list shows vendors who have applied as a pre-screened security vendor and has expressed interest in 
being listed. 

- The scope of work needs to meet the minimum requirements stated at “https://sgnic.sg/faq/being-a-registrar > 
Mandatory Security Requirement for Renewal of Registrar Accreditation” 

- The Licensed Penetration Testing Licensee List by Cybersecurity Services Regulation Office, or/and List of CREST 

certified organisations could be used as a reference for other security vendors. 

- It is encouraged to perform both the Web Vulnerability Assessment and Penetration Testing as a security best 
practice. 
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